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Course Overview:  

Accelerate your career with this Post Graduate Program in Cyber Security. This program 

features a mix of theory, case studies, and extensive hands-on practice to prepare you for 

an exciting career in cyber security. You will master CompTIA Security+, CEH, and CISSP, 

and learn how to protect your infrastructure by securing data and information, running risk 

analysis, architecting cloud-based security, and achieving compliance. 

 

Key Features: 

• Online Classes 

o 110+ hours of instructorled online classes 

• Content 

o 40 hours of e-learning content 

• Applied Learning 

o 150+ hours of applied learning 

• Certification 

o Simplilearn Post Graduate Certification 

• Projects 

o Capstone Project in 3 domains 

• Community 

o MIT CSAIL Professional Programs Community 

• Learning Kit 

o EC Council Learning Kit 

• Faculty 

o Masterclasses from MIT Faculty 

 

About the Post Graduate Program in Cyber Security 

This Post Graduate Program in Cyber Security equip you with the skills needed to become 

an expert in this rapidly growing domain. This program also contains two major modules from 

MIT SCC and EC- Council which helps to develop a 360-degree view of the cybersecurity 

domain that now comprises a wide array of security components and technologies.  



 

About Massachusetts Institute of Technology (MIT) Schwarzman 

College of Computing:  

Founded in 1861, MIT adopted a European polytechnic university model and stressed 

laboratory instruction in applied science and engineering. It has since played a key role in 

the development of many aspects of modern science, engineering, mathematics, and 

technology, and is widely known for its innovation and academic strength, making it one of 

the most prestigious institutions of higher learning in the world.  

MIT also places among the top five in many overall rankings of universities along with Times 

Higher Education has recognized MIT as one of the world’s “six super brands” on its World 

Reputation Rankings. In 2019, it ranked 3rd among the universities around the world by 

SCImago Institutions Rankings.In 2017, the Times Higher Education World University Rankings 

rated MIT the #2 university for arts and humanities. MIT was ranked #7 in 2015 and #6 in 

2017 of the Nature Index Annual Tables, which measure the largest contributors to papers 

published in 82 leading journals.  

 

About EC Council:  

The International Council of Electronic Commerce Consultants (EC-Council) is a professional 

organization that certifies individuals in various e-business and information security skills. 

EC-Council is best known for its professional certifications for the IT security field. It’s 
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are ANSI accredited.Many of these certifications are recognized worldwide and have 

received endorsements from various government agencies including the U.S. Federal 

Government via the Montgomery GI Bill, National Security Agency (NSA), and the Committee 

on National Security Systems (CNSS).  

Upon completing this program, you will receive:  

• Simplilearn Post Graduate Certification  
• Individual course completion certificate for all the courses in learning path from 

Simplilearn  
• Executive Program Certification from MIT Schwarzman College of Computing  
• Certified Ethical Hacker Certificate from EC Council  
• MIT CSAIL Professional Programs Community 



 

Program Eligibility Criteria and Application Process: 

Those wishing to enroll in this Post Graduate Program in Cyber Security will be required to 

apply for admission.  

Eligibility Criteria 

 

For admission to this Post Graduate Program in Cyber Security, candidates: 

• Should have a bachelor’s degree in any discipline with an average of 50% or higher 

marks 

• With a non-programming background can also apply  

• Having prior work experience is not mandatory 

 

Application Process 

  
The application process consists of three simple steps. An offer of admission will be made 

to the selected candidates and accepted by the candidates by paying the admission fee.  

 

 
 

 



 

Talk to an Admissions Counselor 
 

We have a team of dedicated admissions counselors who are here to help guide you in 

applying to the program. They are available to: 

 

• Address questions related to the application  

• Assist with financial aid (if required)  

• Help you resolve your questions and understand the program 

Program Outcomes: 

This Post Graduate Program in Cyber Security is designed for those who want to 

expertise their technical and programming skills to handle security challenges. Our 

comprehensive program includes EC Council’s renowned Certified Ethical Hacking v11 

course. 
• Install, configure and deploy public key infrastructure and network components while 

assessing and troubleshooting issues to support organizational security  
• Master advanced hacking concepts to manage information security efficiently  
• Design security architecture and framework for a secure IT operation  
• Frame cloud data storage architectures and security strategies, and utilize them to 

analyze risks  
• Protect data movement, perform disaster recovery, access CSP security and manage 

client databases  
• Implement technical strategies, tools, and techniques to secure data and information 

for your organization  
• Adhere to ethical security behaviour for risk analysis and mitigation  
• Understand security in cloud computing architecture in depth  
• Comprehend legal requirements, privacy issues and audit process methodologies 

within the cloud environment  
• Focus on IT compliance and the integrity of enterprise systems to establish a more 

secure enterprise IT framework 
 



 

Who should enroll in this Program? 

This program caters to those who are hoping to enter the world of Cyber Security or want 

to update their skills, as it is designed and structured to accommodate various professional 

backgrounds. Although there are no prerequisites for taking this training program, 

individuals in the following roles and disciplines are ideal for this course: 

o All levels of IT auditor/penetration tester  

o Security consultants/managers  

o IT directors/managers/consultants  

o Security auditors/architects  

o Security systems engineers  

o Chief information security officers (CISOs)  

o Chief compliance/privacy/risk officers  

o Network specialists, analysts, managers, architects, consultants or administrators  

o Technical support engineers  

o Systems analysts or administrators 

 

Learning Path: 

1. Introduction to Cybersecurity 

2. Design systems to secure applications, networks, & device 

3. Build a Hacker MIndset and defend against future attacks (from EC-Council) 

4. Design, engineer and manage the overall security posture of an organization  

5. Cybersecurity- Technology, Application and Policy (From MIT Schwarzman 

College of Computing) 

6. CybersecurityCapstone Project 

(☆) PGP Certificate 

 

 

 

 

 



 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 



 

 

 

 

 

 

 

 

 

 

 


