
 

 

  

 

 

 

 

 

 

 

 

 

CEH v11 

Certified Ethical Hacker  



 

Course Overview: 

This Simplilearn CEH v11 - Certified Ethical Hacking course helps you learn the advanced 

processes of cyber security, system penetration testing techniques, and network packet analysis 

to build your network security skill set through hands-on training.  

 

Course Highlights: 

● 40 hours of applied learning 

● Accredited training partner of EC-Council 

● 6 months of free access to CEH v11 iLabs 

● Study material by EC-Council (e-kit) 

● 20 current security domains 

● Flexibility to choose classes 

 

 

Course Delivery Method: 

Online Bootcamp: Live instructor-led classes and online self-paced content 

 

Skills covered: 

● Trojans, backdoors, and countermeasures 

● IDS firewalls and honeypots 

● Advanced hacking concepts 

● Network packet analysis 



 

● Mobile and web technologies 

● Advanced log management 

 

Who Will Benefit:  

This CEH (v11) - Certified Ethical Hacker course is most suitable for: 

 

● Network security officers and practitioners  

● Site administrators  

● IS/IT auditors  

● Technical support engineers 

● IS/IT specialists and analysts  

● IT operations managers  

● IT security officers  

● Network specialists 

● Senior systems engineers  

● Systems analysts 

 

Pre-requisites 

There are no prerequisites for this CEH (v11) - Certified Ethical Hacker course. 

 

Certification Criteria 

● Attend one complete LVC batch 

 

 



 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 



 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 


